Several other departments at Duke have adopted LastPass Enterprise to address their specific needs. These departments were able to improve collaboration with secure password sharing, and can better manage changing passwords and access when a departmental employee leaves. Staff can also securely access departmental passwords offline when needed.

LastPass has been part of Duke University’s strategy to create strong security behaviors with the faculty, staff and students, particularly around the security of accounts and passwords. By promoting best practices to eliminate password reuse and securely store passwords, LastPass allows the Duke IT Security Office to achieve a responsible computing culture.